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Core Competencies

Authentication Mobile Security Digital Identity
#SCA #Crypto #Token #RASP #AppShielding #OpenBanking #BankID
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Digital Finance

Is Not Just Mobile
First, it is Mobile
Only.
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of European customers use

Mobile Banking App

at least once a week




Users initiated

26% More

Mobile Banking Sessions

in 2020



Users spent

49% More

Time in Payment Apps

in the first half of 2020



Users mention

SECURITY

As the 2nd Biggest Concern

when using mobile banking



Mobile Security Pillars

Active In-App
Protection
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Cryptographic
Protection

Mobile Threat
Intelligence



Cryptographic Protection



Confiendentiality:

Integrity and Authenticity:







Rise of Quantum Computers

The cryptographic algorithms we currently
know and take for granted (RSA or ECC) are

threatened by a new computational |kWA!

paradigm. '




Solves integer factorization
and discrete logarithm
problems in polynomial
time.

Peter Shor
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Quantum Resistant Systems

Fortunately, post-quantum cryptography
based on different mathematics (latices,

supersingular isogenies) emerges.

We will help you make your apps
"quantum resistant."




Active In-App Protection



Malicious Apps

on mobile devices skyrocketed to

5,683,694

in 2020




Rise of Mobile Threats

By 2022, at least 50% of successful attacks against
clickjacking and mobile apps could have been
prevented using in-app protection.

Market Guide for
GartneE In-App Protection @



Mobile App Shielding
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Integrity Checks Obfuscation
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Malware Protection Personal Data Protection

Runtime Protection Active Security Measures

We will protect your apps against cyberthreats.



Mobile Threat Intelligence



Screen Logger
com.wultra.app.screenlogger
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Malwarelytics Web Console
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Il show you the threats in your mobile user base.
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Developer Portal

https://developers.wultra.com/



https://developers.wultra.com/

T h a n k Yo u ' Leading banks and fintech
® companies already trust
the authentication
technologies by Wultra.

Leb's connect
on LinkedIn!

Contact Us

Website:
https://wultra.com

E-mail:
sales@wultra.com




